
Audit Certificate 

In Scope URL:     http://localhost/website/backup
Production URL: igdtuw.ac.in 
Scope of Audit :  Web Application Penetration Testing
Auditor Name:     P. Kumar
Application Hash SHA256 : 1ed4cb32f01a77c514a5cee5115f71f1042bbe04d4b98dc2e49724a14b48b80d0

Conclusion
Auditing for Indira Gandhi Delhi Technical University for Women, Delhi web 
application of  IGDTUW  was done from 20/09/2021 to 24/09/2021 as per Cert-In, 
OWASP and SANS25 Web Application Audit guidelines, by Essential Infosec 
Private Limited as per scope. As on 25/09/2021, there are no pending non 
conformily w.r.t Web Application Audit. 

The site is free from OWASP (and any other known) vulnerabilities and is safe for 
hosting. Regardless of the frequency of the Security Audits, no application can be 
considered 100% secure as new exploits and attacks are discovered daily.

The clearance for the above application is given taking into consideration that the 
OWASP (and any other known) vulnerabilities do not exist in the application. Any on 
approve changes to the web application will void the certificate.

Hosting Permission
Site may be considered safe for hosting with read and script execute permission only.
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